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                                               Abstract 

 

Wireless sensor networks have received considerable attention in recent years. They were initially 

employed for surveillance by the military. It has now grown into industrial and civilian 

applications like as weather forecasting, pollution control, traffic control, healthcare, and other 

sectors. Developing an energy-efficient routing strategy is one of the most difficult challenges in 

wireless sensor networks. Due to the limited available power of sensor nodes, energy saving is a 

critical challenge in wireless sensor networks for nodes and network longevity. An application-

specific protocol is preferable to layered protocols when dealing with harsh and difficult 

environments. The primary goal of this study is to provide a way for ensuring more efficient 

network or data transfer. This study presented a mechanism called as Weighted Balance Energy 

Efficient Clustering (WBDEEC) to improve network efficiency. MATLAB was used to run the 

simulations. In terms of factors such as number of living nodes, number of dead nodes, packets to 

BS transmission, and number of clusterheads at the conclusion of specific rounds, simulation 

results demonstrate that WBDEEC outperforms LEACH,DEEC,EDEEC, and DDEEC.   
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                                                          Chapter 1     

                               

                                 Introduction 

 

       1.1   Wireless Sensor Networks 
 

Wireless Sensor Network is a promising technology with a wide range of applications[1]. 

One critical aspect of a wireless network is that its nodes are unattended, resource 

constrained, and have an energy limitation[2]. Wireless sensor networks are made up of a 

slew of tiny self-powered sensing nodes that collect data on any subject. For a certain 

environment, a wireless sensor network enables knowledge to communicate the acquired 

data wirelessly to a base station. This base station is also known as the 'sink.' To finish, the 

sensor nodes must send the aggregated data to the sink[3]. Wireless sensor networks are 

becoming increasingly popular in applications involving environmental and health 

monitoring. Wireless sensor network nodes should have low power consumption, as well as 

a cheap cost and minimal human interaction. Because of advancements in design, portable 

devices now enable a wide range of critical wireless applications.[21] 
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                                                     Figure 1.1: Conventional view of WSN[22] 
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1.2   Wireless Sensor Network Applications 

 
 Some major applications of Wireless Sensor Networks are shown in the figure:  

 

 

 

 

                            Figure 1.2: Application of Wireless Sensor Network[6] 
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1.3    Objectives of this work 

1) Create a network design that is energy efficient. 

2) To compare the network lifespan and certain other metrics of DEEC,DDEEC,EDEEC,LEACH 

with that of WBDEEC suggested in this article. 
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                                  Chapter 2 

                       

                      Background of the work 

 

 

 

2.1   Wireless Sensor Network basics 

Wireless sensor network (WSN) is essentially, a set of sensors that are physically scattered and 

dedicated to tracking the circumstances. Routing protocols are required for transmitting data from 

one node to another, and unique routing protocols have been suggested on occasion for WSNs. 

WSNs typically consist of one or more sinks (or base stations) and hundreds of sensor nodes. 

Sensor nodes may sense physical and system records and document them to the sink by integrating 

data sensing, computing, and wi-fi communication. In turn, the sink asks the sensor nodes for 

data.[7] 
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                                              Figure 2.1: General view of  WSN[4] 

 

 

 
                                                                                         

 

2.2   Wireless Sensor Network Characteristics 

 

Lifetime: 

It is one of WSN's most crucial aspects. Sensor nodes in a wireless sensor network are primarily 

utilized for data transmission and distribution. The shortest routing path, routing protocols, 

mobility, and other factors can all play a role in extending the life of a wireless network. Any node 

failure might cause difficulties in the network. 
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Power consumption: 

The word "power consumption" refers to the quantity of energy utilized by sensor nodes. In order 

to construct a wireless sensor network, researchers are focusing their efforts on WSN power usage. 

The majority of the research is aimed at reducing the power consumption of wireless sensors used 

for data transmission. WSN research and development is concentrating on the construction of low-

power devices to increase network lifetime in the context of constrained energy supply.[8] 

 

 
Channel Bandwidth: 

  
The channel bandwidth is an important parameter to consider while designing a wireless network 

path. Before beginning a data transmission activity, it is critical to determine whether a route can 

supply adequate bandwidth. Many research papers have acknowledged the drawbacks of 

identifying routes with the fewest hops.[9] 

 
                                                 

 

2.3   Clustering algorithm 

Wireless Sensor Networks feature several sensor nodes placed in tough environments to detect, 

collect, and transmit data to sink. These nodes have minimal power. The clustering approach is 

extensively used to improve WSN lifespan by reducing packet transmission. In the clustering 

approach, the nodes chosen as cluster heads spend more energy due to their high overload. The 

use of wireless sensor networks is increasing day by day, necessitating the use of energy efficient 

as well as aggregation methods in bigger contexts. An energy-efficient protocol may be obtained 

by assuring hierarchical routing and electing cluster head for each of the clusters.[10] 
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                                           Figure 2.2: Cluster based model 

 

 

 

 

2.4   Challenges related to Wireless Sensor Networks 

Wireless Sensor Networks (WSN) are self-organized systems that may accomplish several jobs in 

different geographical regions. Sensor networks should be able to detect changes in parameters as 

well as environmental monitoring, surveillance, target tracking, and so on. Energy saving is a 

crucial challenge in order to extend the lifetime of WSNs [11]. Wireless sensor networks have a 

number of challenges, including implementation. The use of adaptive power regulation in IP 

networks that employ routing protocols, QoS (Quality of Service), ensures network stability.[12] 
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                                                           Chapter 3 

 

 

LEACH & other Homogeneous Wireless Sensor  

Network Protocols 
 

 

3.1   LEACH 

LEACH (Low Energy Adaptive Clustering Hierarchy) is a cluster-based routing technology that 

extends network lifespan[13].A sensor node has a finite amount of energy. When building WSN 

routing protocols, one of the main concerns is how to use the nodes' energy effectively while also 

extending the network's lifetime[14]. Sensors that are close together are put together to create a 

cluster in clustering-based routing algorithms. Each cluster has a specific sensor known as the 

Cluster Head (CH), which collects data from the other sensors in the cluster. Finally, the BS 

receives the aggregated data. The goal of clustering-based routing is to consolidate information or 

data in the CH. It reduces the quantity of energy that is squandered. 

 

3.2   Architecture of LEACH Protocol 

LEACH is a cluster based protocol which has the following features: 

a. It has self-configuring cluster formation.  

b. It has localized control for data transfers  

c. It aggregates data.[15] 

Because of the substantial connection between data signals from nodes adjacent to each other, 

clustering architecture was chosen as the foundation for LEACH[16].The nodes in LEACH 

arrange themselves into local clusters, with one node serving as the cluster-head in each cluster. 

When a cluster-head depletes all of its battery energy, it dies, and the other nodes in the cluster 

lose communication capability. As a result of LEACH ensuring randomized rotation of the cluster 

head, the energy load of the cluster head is evenly spread across the nodes.[17] 

 

LEACH protocol has mainly two phases: 

1) Set-up phase 

2) Steady phase[4] 
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Phases of leach protocol are as follows: 

 

 

A) Set-up phase 

 

The main steps of Set-up phase are[18]: 

 

1) Advertisement of cluster head. 

2) Setting up cluster. 

3) Creating transmission schedule. 

 

 

 

 

 

 

B) Steady phase 

 

The key steps of the steady state phase are as follows: 

 

1) Cluster node data is delivered to the cluster head. 

2) The cluster head sends data to the base station after aggregating all of the acquired data.[31] 

3) After a certain period of time, the network returns to the setup phase. 
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                                                   Fig 3.1: LEACH Architecture 

 

 

 

 

 

 

3.3    Advantages and disadvantages of LEACH Protocol 

 

 

3.3.1  Advantages 

 
The following are some of the benefits of the LEACH protocol: 

 

1. Traffic in the network is decreased as a result of the cluster head's aggregation of all data. [20] 

 

2. It saves energy due to one hop routing.[19] 

 

3. The network's lifespan is extended. 
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3.3.2  Disadvantages  

 
The following are some downsides of the LEACH protocol: 

 

1. LEACH does not provide the total number of cluster heads in the network. 

 

2. If the Cluster Head dies for whatever reason, the Cluster will become inoperable.[19] 

 

3. Clusters are randomly separated, resulting in an increase in energy usage that is not 

desirable.[19] 

 

                            

3.4 Single hop and Multi hop communication 
 
Single hop communication occurs when data packets transit from source to destination utilizing a 

single networking device. Multihop communication, on the other hand, occurs when a data packet 

goes from a source to a network utilizing more than one networking device. 

 

 

 

 

 

 
 

                                                    Fig 3.2: Single hop vs Multi hop communication 
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3.5   Comparison of LEACH with PEGASIS and  EAMMH Protocol 

 

3.5.1   LEACH and EAMMH 

i) LEACH has single hop communication whereas EAMMH has multi hop communication. 

ii) LEACH better than EAMMH in terms of energy as long as number of nodes is less.If number 

of nodes increases a lot,then EAMMH becomes better than LEACH.  

iii) LEACH generates fewer dead nodes than EAMMH if number of nodes is less. With the 

increase of the number of nodes, EAMMH provides fewer dead nodes than LEACH.  

iv) So LEACH is suitable for small network whereas EAMMH is better for large networks.[23] 

 

 

 

 

 

3.5.2   LEACH and PEGASIS 

 i)In LEACH, data aggregation happens, but in PEGASIS, data aggregation does not occur. 

ii)LEACH is primarily a cluster-based model, whereas PEGASIS is mostly a chain-based one. 

iii)Because the number of dead nodes in LEACH is more than that in PEGASIS, PEGASIS 

outperforms LEACH in terms of network lifetime and percentage of node deaths. 

iv)LEACH is suited for small networks and PEGASIS, on the other hand, is better suited for vast 

networks.[24] 
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                                     Chapter 4 

 

                      Heterogeneous Wireless Sensor Network 

 

 

4.1   Heterogeneous Wireless Sensor Network basics 

A heterogeneous wireless sensor network is made up of sensor nodes with varying capabilities, 

such as range and power. Its topology is more sophisticated than that of a homogeneous WSN. In 

heterogeneous networks, multihop routing is employed to reach the cluster head. In sensor nodes, 

there are three forms of resource heterogeneity:i)computational heterogeneity, ii) link 

heterogeneity, and iii) energy heterogeneity. 

 

 

4.2  Reason for choosing Heterogeneous Wireless Sensor Network 

Advantages of wireless sensor networks are described below: 

 

Better Response Time:Computational heterogeneity as well as and link heterogeneity can reduce 

the waiting time and thus overall response time is decreased.  

 

Improved Lifetime:Average energy consumption is less in heterogeneous sensor 

networks,therefore lifetime is increased.[5] 

 

Suitable for real life applications:Heterogeneous WSNs are more used in real life applications 

than that of homogeneous WSNs.[32] 

 

For the above advantages and mainly for suitability for real life applications,Heterogeneous WSN 

is chosen over Homogeneous WSN for our work. 
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4.3   Heterogeneous Wireless Sensor Network Protocols 

Some important Heterogeneous Wireless Sensor Network Protocols are described below: 

 

 

4.3.1   DEEC 

A heterogeneous WSN technique is Distributed Energy Efficient Clustering (DEEC). Some of its 

fundamental features are as follows: 

 

i) By rotating the cluster-head role, it allows each node to grow energy equitably.[25] 

 

ii) Cluster heads are chosen by a probability that is dependent on a ratio.It is the ratio of each 

node's residual energy to the network's average energy.[25] 

 

iii) Cluster-heads are more likely to have strong initial and residual energy.[25] 

 

 

 

4.3.2   EDEEC 

Enhanced Distributed Energy Efficient Clustering (EDEEC) is a heterogeneous network method. 

Its characteristics are as follows: 

i)It uses the same technique as DEEC to estimate energy in the network.[26] 

ii)It has super nodes, which increases the network's heterogeneity.[26] 
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4.3.3   DDEEC 
 
DDEEC (Developed Distributed Energy-Efficient Clustering) is a modified DEEC protocol with 

the following characteristics: 

 

i)The network balances cluster head selection across all nodes.[27] 

 

ii) When the energy of each advanced node declines to a certain level, the chance of CH election 

for these nodes equals that of normal nodes.[27] 

 

 

 

4.3.4   TDEEC 

 

Threshold Distributed Energy Efficient Clustering (TDEEC) is a modified DEEC technique that 

has the following characteristics: 

i)The threshold value is modified, based on which a node selects whether or not to be a cluster 

leader.[28] 

ii)The cluster head is determined by the node with the most energy.[28] 
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                                     Chapter 5 

 

Weighted Balance Distributed Energy Efficient  

Clustering method 

 

5.1   Network Model 

The following network model properties are[28]: 

1)There are N nodes in a M X M network field. 

2)Sensor Nodes are distributed equitably across the network. 

3)A single Base Station is positioned in the center. 

4)The data must be sent to the base station by the nodes. 

5)In a homogenous WSN, all nodes have identical processing and communication capabilities. 

6) Each node has a distinct beginning energy, and some nodes have more energy than others. It is 

intended for heterogeneous WSN. 

 

                             Figure 5.1:Network model sample 
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5.2   Normal nodes,Advanced nodes and Super nodes 

There are three types of nodes in a three-level heterogeneous WSN based on energy level. They 

are classified as normal, advanced, and super nodes. Normal nodes contain Eo energy. Advanced 

nodes have more energy than normal nodes, and a proportion m of advanced nodes have a times 

more energy than normal nodes, with their energy equal to Eo(1 + a). Super nodes, on the other 

hand, have a proportion of mo nodes and have b times more energy than regular nodes, with their 

energy equal to Eo(1 + b). If N is the entire number of nodes in the network, then the total number 

of super nodes is 𝑁.𝑚.𝑚𝑜  total number of advanced nodes is 𝑁.𝑚.(1 − 𝑚𝑜) in the network.[29] 

 

 

 

5.3   Performance metrics of DEEC model 

In DEEC, let ni indicates the number of rounds to be a CH for node .Popt*N is the ideal number 

of CHs in the network. As in homogenous network, when nodes have equal measure of energy 

through every epoch,so choosing Pi=Popt will guarantee Popt*N CHs through every round.Pi is 

the probability of nodes to become CH.E(r) indicates average energy of the network during round 

r shown in equation 1.[30] 

 

 

E(r) = 
1

𝑁
𝛴ⅈ=1

𝑁 𝐸ⅈ(𝑟)          (1) 

In DEEC,Probability for Cluster Head selection is given in equation 2 as: 

P(i) = 𝑃𝑜𝑝𝑡 [1 −
�̅�(𝑟)−𝐸𝑖(𝑟)

�̅�(𝑟)
] =

𝑃𝑜𝑝𝑡𝐸𝑖(𝑟)

�̅�(𝑟)
         (2) 
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5.4    DDEEC and EDEEC analysis 

DDEEC utilizes same strategy as DEEC only difference is that it sets a threshold residual energy 

for the nodes to be a CH. If a node doesn’t have a certain amount of residual energy, It simply 

won’t be a CH. The threshold value of the residual energy is given in equation 3 as[27]: 

ThREV=Eo[1+{aEdissNN/(EdissNN-EdissAN)}]        (3) 

In DDEEC,the average probability for CH selection in DDEEC is given in equation 4 as[27]: 

 

 

P(i) = 
 𝑃𝑜𝑝𝑡∗𝐸𝑖(𝑟)

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔
          ; Si is normal node 

                      
(1+a)  𝑃𝑜𝑝𝑡∗𝐸𝑖(𝑟)

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔
         ; Si is Advanced node         (4) 

                    
(1+b)  𝑃𝑜𝑝𝑡∗𝐸𝑖(𝑟)

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔
           ; Si is Super node 

 

EDEEC is also same approach as the DDEEC but the only difference is that with DDEEC model 

EDEEC also uses a threshold for CH selection. In every round, a random value between 0 and 1 

is selected and by this,nodes take a decision whether to become a CH or not. If value is smaller 

than threshold T(S),nodes choose to be a CH for that specific round.[26] 

 

 

    

     T(Si)  =   
 𝑃ⅈ

(1−𝑃ⅈ(𝑟𝑚𝑜𝑑 1/𝑃ⅈ))
     if    𝑝ⅈ   ∈   G^'     

                        
 𝑃ⅈ

(1−𝑃ⅈ(𝑟𝑚𝑜𝑑 1/𝑃ⅈ))
     if    𝑝ⅈ   ∈   G^''                          (5) 

                        
 𝑃ⅈ

(1−𝑃ⅈ(𝑟𝑚𝑜𝑑 1/𝑃ⅈ))
     if    𝑝ⅈ   ∈   G^'''     

                                 0                       otherwise  
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5.5    TDEEC analysis 

TDEEC utilizes same technique as the other models specially EDEEC. TDEEC mostly uses more 

optimistic approach by balancing the threshold according to the residual energy to the average 

energy. It uses optimal clusterhead numbers to determine if a node will be clusterhead. Threshold 

value suggested by TDEEC is specified in equation 6 as[28]: 

 

𝑇(𝑆) =
 𝑝 ∗ 𝑟𝑒𝑠𝑖𝑑𝑢𝑎𝑙 𝑒𝑛𝑒𝑟𝑔𝑦 𝑜𝑓 𝑎 𝑛𝑜𝑑𝑒 ∗ 𝐾𝑜𝑝𝑡

(1 − 𝑝(𝑟𝑚𝑜𝑑1/𝑝)) ∗ 𝑎𝑣𝑒𝑟𝑎𝑔𝑒 𝑒𝑛𝑒𝑟𝑔𝑦 𝑜𝑓 𝑡ℎ𝑒 𝑛𝑒𝑡𝑤𝑜𝑟𝑘
       (6) 

 
 

 

 

 

  5.6    Weighted Balanced Distributed Energy Efficient Clustering  

           analysis 

Our proposed WBDEEC protocol uses as the same technique as the TDEEC & EDEEC but  we 

are proposing a weighted method for selecting cluster head. Our idea is to modify the limits and 

conditions based on which the cluster heads are nominated. The probability functions in the 

previous EDEEC, DDEEC and TDEEC took a approach towards the optimal power whereas our 

approach was towards the number of nodes. We calculated the approximate number of cluster 

heads beforehand in accommodation of active power that occurs free space loss and multipath loss. 

Selecting the threshold for the super nodes are done accommodating the average energy and the 

residual energy.  We should bear in conscience that the average energy can be higher or lower than 

the residual energy hence taking the absolute value. If we only select cluster heads only in 

accordance to average energy or residual energy like done in EDEEC and TDEEC model; there is 

good probability that a node might be nominated for being a super node but not having enough 

residual energy to carry the data forward thus there will be occurrence of packet loss. That is why 

our approach for the probability equation takes into account optimal number of cluster heads and 

desired probability. If we set our desired probability beforehand; the number of cluster heads gets 

limited hence nodes are not overflown by the cluster heads. Optimal number of cluster heads are 

opted for super nodes according to the losses hence chances of a super node having not enough 

power for the functionality is very slim.This is reflected in the figure 5.3 that the nodes are kept 

alive for a long duration of time. We are introducing a weighted factor ‘τ’ for the probability 

function in equation 7 as follows: 
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P(i) = 𝐾𝑜𝑝𝑡 ∗ 𝐸ⅈ(𝑟) ∗ 𝑃𝑑𝑒𝑠
1  

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔∗𝜏
                      ; Si is normal node 

         (1+a) 𝐾𝑜𝑝𝑡 ∗ 𝐸ⅈ(𝑟) ∗ 𝑃𝑑𝑒𝑠  
1  

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔∗𝜏
             ; Si is advanced node (7) 

       (1+b) 𝐾𝑜𝑝𝑡 ∗ 𝐸ⅈ(𝑟) ∗ 𝑃𝑑𝑒𝑠
1  

(1+𝑚(𝑎+𝑚0𝑏))𝐸𝑎𝑣𝑔∗𝜏
                ; Si is super node 

 

 

 

Here Pdes represents the desired probability of CH. We have come to the conclusion that the Pdes 

value of 0.2 gives us the best result. We don’t want to abruptly increase the CH number as it will 

increase the latency of the network and make it unstable. The weighted balanced threshold is 

suggested in equation 8 as follows: 

 

 

T(s) = 
𝑝𝑖∗ 𝜏∗𝑎𝑏𝑠(1−

𝐸𝑎𝑣𝑔

𝐸𝑖(𝑟)
)

1−𝑝𝑖∗𝑟∗𝑚𝑜𝑑(
1

𝜏𝑟 
 ,

𝜏∗𝑃𝑜𝑝𝑡

𝑃𝑑𝑒𝑠∗𝑝𝑖
) 

             ; if 𝑝ⅈ belongs to G       (8) 

 

 

The optimal number of clusterheads are given by considering the heterogenous three level WSN 

model. It is given in equation 9 as: 

 

 
 

𝑘𝑂𝑝𝑡 =
√𝑁

√2𝜋
√

𝐸𝐹𝑠

𝐸𝑚𝑝

𝑀

𝑑2𝑡0𝐵𝑠
                    (9) 
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5.7   Simulation 

We did our simulation in MATLAB.The simulation parameters that we have used for WBDEEC 

are as follows: 

 
Parameters Value Parameters Value 

Area(x,y) 

 

(100,100) 

 

Free space loss 

 

10 * 10-13 

 

Base station(x,y) 

 

(50,50) 

 

Multipath loss 

 

5 * 10-9 

 

Nodes(n) 

 

100 

 

Effective data 

aggression 

 

5 * 10-9 

 

Desired 

Probability(P_des) 

 

0.2 

 

Max rounds 

 

10,000 

 

Initial energy 

 

0.5 

 

Data packet size 

 

4000 

 

Transmitter Energy 

 

50 * 10-9 

 

m (fraction of 

advanced nodes) 

0.8 

 

Receiver energy 

 

50 * x10-9 

 

a (energy factor 

between normal and 

advanced nodes) 

 

1.5 

 

Weighted factor (τ) 

 

0.95  (0<τ<1) 

 

Mo (fraction of super 

nodes) 

 

0.4 

 

                                      Table 5.1: Simulation parameters 
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5.8   Analysis of curves 

 

5.8.1  DEEC vs WBDEEC vs EDEEC vs DDEEC vs LEACH 

 

Figure 5.2: DEEC VS WBDEEC VS EDEEC VS DDEEC VS LEACH(In terms of no of dead nodes vs                       
no of rounds)        
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Figure 5.3: DEEC VS WBDEEC VS EDEEC VS DDEEC VS LEACH(In terms of no of alive nodes vs                      
no of rounds) 

 

Figure 5.4: DEEC VS WBDEEC VS EDEEC VS DDEEC VS LEACH(In terms of packets to BS vs                       
no of rounds) 
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Figure 5.5: DEEC VS WBDEEC VS EDEEC VS DDEEC VS LEACH(In terms of Count clusterhead vs                       
no of rounds) 

 

 

 

In figure 5.2,it is observed that no. of dead nodes is minimum for WBDEEC compared to 

DEEC,EDEEC,DDEEC and LEACH.It takes longer time for the nodes to die out in case of 

WBDEEC compared to other protocols.From figure 5.3,it is evident that number of alive nodes  of 

WBDEEC is way more than DEEC,EDEEC,DDEEC and LEACH.So from these two graphs it is 

clear that the network lifetime for our proposed WBDEEC is more than that of other protocols 

mentioned here.In figure 5.4, packets to BS transmission is maximum for WBDEEC compared to 

other protocols.So more data is being carried,packet loss decreases which eventually increases the 

efficiency of the network.In figure 5.5,count clusterhead indicates how many nodes are nominated 

for clusterheads.It is seen that WBDEEC is at an optimal level which reduces the latency in data 

transmission and thus efficiency of the network increases. 
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5.8.2  Close look of alive nodes of WBDEEC vs EDEEC 

 

 

                                      Figure 5.6: Close look at the alive nodes of WBDEEC vs EDEEC 

 

 

From the curves,it is seen that number of alive nodes for WBDEEC is more than that of EDEEC 

throughout the whole cycle and at the end of 10000 rounds.So the nodes lifetime has significantly 

prolonged. 
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5.8.3 Close look of dead nodes of WBDEEC vs EDEEC 

 

 

                              Figure 5.7: Close look at the dead nodes of WBDEEC vs EDEEC 

 

 

From the curves,it is seen that first dead nodes have appeared at 1500th round(approx) for 

WBDEEC whereas in EDEEC the first dead node appears at 1234th round. So the nodes lifetime 

has significantly prolonged. 

 

 
 

 

 

 

 



37 
 

5.8.4 Close look of packets to BS of WBDEEC vs EDEEC 

 

 
                                  Figure 5.8: Close look at the Packets to BS of WBDEEC vs EDEEC 

 

If we look at the data packet sent to BS, WBDEEC has sent 657869 packets whereas EDEEC has 

sent 492386 packets which is significantly greater than that of EDEEC.Packet loss decreases,more 

data is being carried and so it improves the efficiency of the network. 

 

 

5.9   Result analysis 

From a graphical standpoint, it can be observed that the proposed WBDEEC performed 

substantially better than the other protocols in terms of the number of dead nodes, the number of 

living nodes, the number of packets to BS, and the number of clusterheads at the conclusion of 

specific rounds. As we perform additional simulations, our suggested model (WBDEEC) 

maintains the output at maximum efficiency. When comparing WBDEEC to EDEEC, the slope 

from 3500 to 5200 rounds in terms of living nodes is zero (0), indicating that the network is 

working at its peak efficiency. The greatest efficiency gap occurs between WBDEEC and EDEEC 

on the 7000th round. After 5000 cycles of traversing the network, significant performance 

increases can be noted.WBDEEC begins to perform significantly better than the EDEEC onwards 

while saturating the performance after 14000 rounds compared to EDEEC after 8000 rounds. 
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Longer lifetime has led to the increased number of packets sent to the BS. Comparing the number 

of the clusterheads; WBDEEC has significantly smaller number of clusterheads. This smaller 

number of clusterheads leads to reduced queue time in the supernodes thus sending the packets of 

data faster compared to EDEEC. As a downside, reduced number of clusterheads is compromised 

to number of multihops the network can handle. As the number of supernodes are low, huge 

number of multihops will increase the system latency and introduce buffering that’s why our 

proposed model is suggested for a network structure which is static designed to sustain specific 

purpose.  

 

 

 

 

5.10   Advantages and Disadvantages of Weighted Balanced DEEC 

 

5.10.1  Advantages 

1.Improved transmission speed. 

2.Prolonged nodes lifetime. 

3.Reduced latency and energy consumption. 

4.Improved Cluster Head distribution. 

 

 

5.10.2  Disadvantages 

1.Data rate is slow for short time traversing. 

2.Weighted factor should be as close as 60-90% for best performance. 

3.Raising the probability of CH reduces the lifetime of the network. 

4.Increasing the super node fraction also reduces the lifetime of the network. 
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                                              Chapter 6 

 

                                    Conclusion  

 

 

 

6.1   Conclusion of this work 

In this work,WSN has been studied and the main concern was the limited battery life of the sensor 

nodes of WSN.Like many other approaches,we also proposed an approach known as 

WBDEEC.The main target was to improve the overall efficiency of the network.A lot of 

approaches and protocols were proposed before which enhanced the performance of WSN in terms 

of network lifetime,data transmission rate,residual energy etc.We intended to propose a method 

which shows better performance than some of those more popular and established protocols. The 

probability functions in the previous EDEEC, DDEEC and TDEEC took a approach towards the 

optimal power whereas our approach was towards the number of nodes. Selecting the threshold 

for the super nodes are done accommodating the average energy and the residual energy.If we only 

select cluster heads only in accordance to average energy or residual energy like done in EDEEC 

and TDEEC model; there is a good probability that a node might be nominated for being a super 

node but not having enough residual energy to carry the data forward thus there will be packet 

loss. That is why our approach for the probability equation takes into account optimal number of 

cluster heads and desired probability. If we set our desired probability beforehand; the number of 

cluster heads gets limited hence nodes are not overflown by the cluster heads.We observed the 

simulation results performed in MATLAB and from all the analyses of our work,it is evident that 

Weighted Balance Distributed Energy Efficient Clustering(WBDEEC) method is more efficient 

than other protocols such as DEEC,DDEEC,EDEEC,LEACH that are described in this book.So 

we are suggesting WBDEEC as an improved overall efficient Heterogeneous three level WSN 

approach. 
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6.2   Discussion and future work 

From our analyses and work,it is seen that WBDEEC improves the overall efficiency of the 

network.But there are a number of disadvantages as well of our proposed approach.For 

example,we have observed that in WBDEEC,data rate is slow for short time traversing.To improve 

the speed of data for short term traversing can be a thing of research in the future,Besides 

this,weighted factor should be maintained around 60-90% for best performance so there are some 

constraints.More flexibility in keeping the value of Weighted factor can also be a thing of research 

in the future. The probability of improving the overall performance of WSN is endless. Just using 

one algorithm might not be ideal for all situations as dynamic networks are always evolving in its 

own way and optimizing the routing route. Our research takes a leap towards a more efficient way 

of managing wireless network without any compromise on performance. 
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